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ZyXEL RSTP and MVR Support Note I

Overview of RSTP

ZyXEL Management Switch uses IEEE 802.1w RSTP (Rapid Spanning Tree
Protocol) that allows faster convergence of the spanning tree than STP (while
also being backwards compatible with STP-only aware bridges). In RSTP,
topology change information is directly propagated throughout the network
from the device that generates the topology change. In STP, a longer delay is
required as the device that causes a topology change first notifies the root
bridge and only then notifies the network. Both RSTP and STP flush unwanted
learned addresses from the filtering database. In RSTP, the port states are
Discarding, Learning, and Forwarding.

(Rapid) STP detects and breaks network loops and provides backup links
between switches, bridges or routers. It allows a switch to interact with other
(R)STP -compliant switches in your network in order to ensure that only one
path exists between any two stations on the network.

Note: "STP" refers to both STP and RSTP on ZyXEL Management Switch.

Overview of MVR

Multicast VLAN Registration (MVR) is designed for applications (such as
Media-on-Demand (MoD)) that use multicast traffic across an Ethernet
ring-based service provider network.

MVR allows one single multicast VLAN to be shared among different
subscriber VLANSs on the network. While isolated in different subscriber VLANS,
connected devices can both subscribe to and unsubscribe from the multicast
stream in the multicast VLAN. This improves bandwidth utilization with
reduced multicast traffic in the subscriber VLANs, and simplifies multicast
group management.
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Scenario of RSTP + MVR (Ring works as the aggregation later)

In the following section, we will provide an example to illustrate how to create a
multicast network with IGMP Router (IGMP L3 Switch), IGMP Snooping L2
Switch on a ring using RSTP, and MVR L2 Switch with IGMP Snooping
Enabled. In this scenario, the Video Servers are located in VLAN200. Thus,
the Multicast VLAN is going to be VLAN200.

There are two clients subscribing the Multicast Video. One of them is located in
VLAN 5 and the other one is located in VLAN 10. IGMP Route is enabled on
the IGMP L3 Switch. RSTP, IGMP Snooping is enabled on the Aggregation
layer L2 Switches which located in the ring. MVR is enabled on the Access
Layer L2 Switches which are used for connecting with the clients.

Action to perform in this scenario:

1. Create and activate VLAN and IGMP Route on the L3 Switch.

2. Create and activate VLAN, RSTP, IGMP_Snooping on the Aggregation
Layer Switches

3. Create and activate VLAN, IGMP Snooping, MVR on the Access Layer L2
Switches

[llustration of this scenario
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Configuration using the Web GUI - ZyXEL L3 Management
Switch

Connect port 1 with a PC or Notebook via the RJ45 Cable.

By default, the MGMT IP of the out-band port is 192.168.0.1/24

Set your NIC to 192.168.0.100/24

Open an Internet browser (e.g. IE) and enter http://192.168.0.1 in the
URL field.

Hwn P

5. By default, the username for the administrator is “admin” and the
corresponding password is “1234".

6. After successful login you will see a screen similar to the one on the
screenshot below.

B Save ® Status [ Logout H Help

Basic Setting [ @) Port Status B
Port Mame Link State PD LACP TxPkts RxPkts Errors  TxHKB/s BRxHKBis Up Time
1 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
2 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
Fl Down STOP off Disabled 0 1} 1} 0o 0.0 0:00:00
E) Down STOP off Disabled 0 1} 1} 0.0 0.0 0:00:00
A Dawh STOP off Disabled 1} a a 0.0 0.0 0:00:00
B Dawh STOP off Disabled 1} a a 0.0 0.0 0:00:00
7 Dawh STOP off Disabled 1} a a 0.0 0.0 0:00:00
a Dawn STOP off Disabled 1} o o 0.0 0.0 0:00:00
q Dawn STOP off Disabled 1} o o 0.0 0.0 0:00:00
10 Dawn STOP off Disabled 1} o o 0.0 0.0 0:00:00
11 Dawn STOP off Disabled 0 1) 1) 0.0 0.0 0:00:00
12 Dawn STOP off Disabled 0 1) 1) 0.0 0.0 0:00:00
13 Dawn STOP off Disabled 0 1) 1) 0.0 0.0 0:00:00
14 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00

15 Down STOP Off Disabled 0 1} 1} 0o 0.0 o0
16 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
17 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
18 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
149 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00

20 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00

4

B

& An
Y Clear Counter |
© Port I

7. First of all, the IP domain of the video servers is 192.168.10.1/24. The
video servers will be put under VLAN200, so we will need to create
VLANZ200 as well as the IP domain on the Switch first. To do so, click
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“Advanced Application” - “VLAN".

L@ Port Status____J]
port Name Link State LACP TxPkts RxPkts E

Management

VLAN fm—
Static MAC Forwarding
Filtering

Spanning Tree Pratocaol
Bandwidth Control
Broadcast Storm Contral
Mirraring

Link Aggregation

Faort Authentication

Port Security

Classifier

Palicy Rule
Queuing Methaod
WLAN Stacking
Iulticast

8. Click the “Static VLAN” to create the VLAN first.

L @) VLAN Status ] VLAN Port Setting Static VLAN
The Number of VLAN =1

Index ViD Elapsed Time Status
1 1 0:57:09 Static

9. Now, tick the “Active” check box to activate the VLAN. Give it a name
as well as its VID (200 in our case). Since the Video Servers are
connected to port 10 through another L2 VLAN unaware Switch, we
need to take away the “Tx Tagging” and let the Switch to take away the
VLAN tag during Egress. Port 12 should be joined to the VLAN200
since it is used to connect to the first MVR L2 Switch. Finally click
“Add” to create this VLAN.
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L@ Static VLAN VLAN Status
...................................... i s T R
Name [MulticastvLAN200
VLAN Group ID [200
Port Control Tagging

g INnrmaI vI W TxTagging

..................................................................... © Fixed  © Forbidden M TxTagging
..................................................................... © Fixed  © Forbidden M TxTagging
..................................................................... C Fixed  C Forbidden M TxTagging
..................................................................... C Fixed O Forbidden M TxTagging
..................................................................... C Fied € Forbidden M TxTagging
..................................................................... C Fied € Forbidden M TxTagging
_____________________________________________________________________ C Fied € Forbidden M TxTagging
.............................. C Fixed ™ TxTagging

" Fixed W TxTagging

% Fixed T TxTagging |

C Fied  C Forbidden M TxTagging

.......................................................... M TxTagging

Addl Cancell Clearl

10.When the task is finished, go back to the VLAN Status screen and click
“VLAN Port Setting” to modify the PVID.

[ @) VLAN Status ] VLAHN Port Setting Static VLAN
The Number of VLAN = 2
Index ViD Elapsed Time Status
.............. -~ SR S
2 200 0:04:48 Static

11.For PVID, it is necessary to assign the port 10 with PVID200 since all
the packets coming from the video servers are untagged. This Switch
should apply the VID200 tag to all those packets in order for them to
go into VLAN 200. Click “Apply” to apply your changes.
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[ @) VLAN Port Setting ] VLAN Status
GVRP C
Port isolation O
Port Ingress Check PVID GVRP Acceptable Frame Type VLAHN Trunking

g r 1 r All = r
10 - | Jeo0 | ™ Al - u|
11 r 1 r Al e r

12.Second, since the VLAN is ready now, we need to create the
corresponding IP domain for this VLAN. To create a new IP domain,
click “IP Setup” under “Basic Setting”.

@ Save B Status

K @ Port Status
Port Name Link State LACP TxPkts RxPkts Errors Tx KBl

..... 1 ....5TOP  Disabled o B oo .no
..... 2 ....STOR  Disabled b B 0. .no
..... El ....STOR  Disabled o B 0. .no
..... 4 ....STOR  Disabled o B 0. .no
Systeminfe Do Bown STOP . Disabled U o, v...ho.
GeneralSetup S Bawn STOP . Disahled L e, .
Switch Setup U o SLOESm UiSabicdy L I Y Y]
IP Setll] of— I O SLOESmUiSabicdy L I Y Y]
PotSetup . 2 LOOOMIEICOpRENRORWARDINGINSabi=d) C I Y Y]
10 STOP Disabled 0 0 0 0.0
T Coor omme 0 oo oo
..... 1z 1000WF Copper FORWARDING Disabled 58 2T o...no

13.Since we will give the same IP domain as the video server, use
192.168.10.1 /24 again, and again, make it belong to VLAN 200. Click
“Add” to add this VLAN.
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L@ |P Setup

Default Gateway |U. 0.0.0
Domain Mame Server |EI 0.0.0
Default Management % |n-hand © Out-of-band

Management IP Address

IP Address [192.168.0.1
IP Subnet Mask |255.255.255.0
Default Gateway |U. 0.0.0

IP Interface

IP Address [192.168.10.1
IP Subnet Mask |255.255 2550
VID [200

_’ﬂl Cancel |

14.Now, the last step is to activate IGMP Route V2 in our newly created
IP Domain. To do so we click “IP Application” = “IGMP”.

E Save [ Status

L@ Port Status____J

Port Name Link State LACP TxPkts RxPkts Errors Tx KB/
1 Dawn STOP Disabled 0 0 a 0.0

Static Routing
RIP

OSPF

111 < —
DVIMRP

IF Multicast

DiffServ

DHCP

VRRP

15.First, tick the check box and assign “IGMP v2” to the IP domain
192.168.10.1/24.
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L @) IGMP ]
Active V ff—
Index Hetwork Version

1 192.168.1.1/24 IHDI‘lE 'l
2 192.168.10.1/24 IIGI"»"lF'-‘-JE "l
oMPA2

IGIAP-v1
Applyl Cancel | Mone

16.Finally, in the upper right corner, click “Save” to write all the changes to
the memory. At this point everything is done on this Switch.

E Save W Status B Logout H Help
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Configuration using the Web GUI - IGMP L2 Management
Switch [The first L2 Switch on the top of the ring]

Connect the port 1 with a PC or Notebook via the RJ45 Cable.

By default, the MGMT IP of the out-band port is 192.168.0.1/24

Set your NIC to 192.168.0.100/24

Open an Internet browser (e.g. IE) and enter http://192.168.0.1 in the
URL field.

HwnN P

5. By default, the username for the administrator is “admin” and the
corresponding password is “1234".

6. After successful login you will see a screen similar to the one on the
screenshot below.

B Save ® Status [ Logout H Help

-

Port Mame Link State PD LACP TxPkts RxPkts Errors  TxHKB/s BRxHKBis Up Time
1 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
2 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
Fl Down STOP off Disabled 0 1} 1} 0o 0.0 0:00:00
E) Down STOP off Disabled 0 1} 1} 0.0 0.0 0:00:00
A Dawh STOP off Disabled 1} a a 0.0 0.0 0:00:00
B Dawh STOP off Disabled 1} a a 0.0 0.0 0:00:00
7 Dawh STOP off Disabled 1} a a 0.0 0.0 0:00:00
a Dawn STOP off Disabled 1} o o 0.0 0.0 0:00:00
q Dawn STOP off Disabled 1} o o 0.0 0.0 0:00:00
10 Dawn STOP off Disabled 1} o o 0.0 0.0 0:00:00
11 Dawn STOP off Disabled 0 1) 1) 0.0 0.0 0:00:00
12 Dawn STOP off Disabled 0 1) 1) 0.0 0.0 0:00:00
13 Dawn STOP off Disabled 0 1) 1) 0.0 0.0 0:00:00
14 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
15 Down STOP Off Disabled 0 1} 1} 0o 0.0 o0
16 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
17 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
18 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
149 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
20 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00

4 B

& An
Y Clear Counter |
© Port I

7. First, we are going to create the multicast VLAN 200 on this switch.
Also, RSTP is needed in our case to build the Aggregation layer ring
(3x IGMP L2 Switches) for case of physical wire being disconnected.
To enable the RSTP, click “Advanced Application” - “Spanning Tree
Protocol”.

10
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IP Application

WLAN

Static MAC Forwarding
Filtering
Zpanning Tree Protocol ‘— .....
Bandwidth Contral
Broadcast Storm Contral
Mirraring

Link Agagregation

Fort Authentication

FPort Security

Classifier

Folicy Rule

Queuing Method
Multicast

DHCF Relay

8. Choose “RSTP”".

L@ Port Status

Port

Name  Link
Diown

Down

Down

Daown

Daown

1001F

Down

Down

Diown

Down

1000MF Copper FO

@ Save @ §

State LACP TxPkts RxPkts Errors Tx KBis
STOP Disahled 0 0 i 0.0

STOP Disahled 29 41 ] 0.0

L@ Spanning lree Protocol Status _____J Configuration RSTP MRSTP

Spanning Tree Protocol: RSTP

Bridge

Our Bridge

Time Since Last Change

9. To configure RSTP, check “Active” to enable this feature first. Since
this switch is going to be the root switch in our ring, we will give it the
highest spanning tree priority O (The lower the number, the higher the
priority). Also, port 11 and 12 are the ports that will be used in our ring
S0 we need to activate them by ticking the corresponding check box.

11
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L @ Hapid Spanning Iree Protoco Status
Active Il
Bridge Priority 0 'I
Hello Time 2 Seconds
MAX Age 20 Seconds

Forwarding Delay |15 Seconds

Port Active Priority Path Cost

:
|

—
—
=l
]
[}
-l‘-'-|

10.Now we are going to create the multicast VLAN 200 on the ports within
the ring (port 11 and port 12) and also the uplink port (port 9). Port 9 is
connected to the L3 IGMP Switch.

12
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L@ Port Status
Dort Name  Link State LACP  TxPkts RxPkts  Errors Tx
Wi Disabled

IP Application

Static MAC Forwarding
Filtering

Spanning Tree Protocol
Bandwidth Control
Broadeast Storm Contral
Mirroring

Link Aggregation

Part Authentication

Part Security

T D S

11. Click on “Static VLAN"

[ @) VLAN Status ] VLAHN Port Setting Static VLAN
The Number of VLAN =1

Index VID Elapsed Time Status

1 1 240:36:.17 Static

12.Tick the check box and give this VLAN a name. (In this example,
VLAN200) and its VLAN ID, 200. Also, we set the port 11 and the port
12 as “Fixed” with Tagging since these two ports are in the ring. Finally,
click “Add” to create this VLAN.

13
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L@ Static VLAN ] VLAN Status
....................................... oo - 0000000001 ]
Name [vLANZ00
VLAN Group 1D 200

Tagging
_________________________________ ! TxTagging

...................................................................................................... C Forbidden M TxTagging
...................................................................................................... C Forbidden W TxTagging
...................................................................................................... C Forbidden M TxTagging
...................................................................................................... C Forbidden M TxTagging
...................................................................................................... C Forbidden M TxTagging
...................................................................................................... C Forbidden M TxTagging
...................................................................................................... C Forbidden M TxTagging
.......... C Forbidden M TxTagging

.......... C Forbidden M TxTagging

.......... C Forbidden M TxTagging

.......... C Forbidden M TxTagging

12 © Normal € Fued | © Forbidden M TxTagging

Addl Cancel | Clearl

13.Now we need to configure all the multicast related settings. To do so,
click “Advanced Application” - “Multicast”.

E Save M Status

Link State LACP TxPkts RxPkts Errors Tx KBis RxK
Down STOP Disabled 0 0 1] 0.0 0.

Name

VLAN

Static MAC Forwarding
Filtering

Spanning Tree Protocol
Bandwidth Control
Broadcast Storm Contral
Mirraring

Link Aggregation

Part Authentication

Fort Security

Classifier

Faolicy Rule

Queuing Method

IUltica 5t -f—

DHCP Relay

A00MIF

14
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14.First, we need to activate IGMP snooping. To do so, click “Multicast

Setting”.
@ Multicast Status ] Multicast Setting
Index ViD Port Multicast Grou

15.Tick the “Active” check box to activate IGMP Snooping first. Choose
“Drop” for Unknown Multicast Frame to avoid Multicast Flooding. Also,
for the ports associated with the Ring and the upstream port, we pick
“Fixed” as the IGMP Querier Mode.

[ @) Multicast Setting ] Multicast Status IGMP Snooping VLAN IGMP Filtering Profile MVR

IGMP Snooping Lea\.e T| me |:||_|‘t .......... 2 ..........................................................................................

-
Unkno
Reserved Multicast Group o Flooding - Drop
Port Immed. Leave Group Limited Max Group Num. IGMP Filtering Profile IGMP Querier Mode

:
L
a

Default =

Default =

-

.
Z
1

9 r r [o [Default =] [ TFoeas] |

16.Finally, in the top right corner, click “Save” to write all the changes to
the memory. At this point everything is done on this Switch.
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[ Save W Status B Logout H Help

16
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Configuration using Web GUI - IGMP L2 Management
Switch [The second L2 Switch located on the left of the

ring]

Connect port 1 with a PC or Notebook via the RJ45 Cable.

By default the MGMT IP the out-band port is 192.168.0.1/24

Set your NIC to 192.168.0.100/24

4.0pen an Internet browser (e.g. IE) and enter http://192.168.0.1 on
the URL.

Hw N e

5. By default, the username for the administrator is “admin” and the
corresponding password is “1234".

6. After successful login you will see a screen similar to the one on the
screenshot below.

B Save ® Status [ Logout H Help

-

Port Mame Link State PD LACP TxPkts RxPkts Errors  TxHKB/s BRxHKBis Up Time

1 Down STOP Off Disabled 0 0 0 0o oo 0:00.00
2 Down STOP Off Disabled 0 0 0 0o oo 0:00.00
3 Dowin STOP o Disabled 0 0 0 0o oo 0:00:00
£ Daown STOP orff Disabled 0 0 1] 0.0 oo 0:00:.00
5 Daowin STOP off Disabled 0 1] 1] 0.0 0.0 0:00:00
B Daowin STOP off Disabled 0 1] 1] 0.0 0.0 0:00:00
7 Daowin STOP off Disabled 0 1] 1] 0.0 0.0 0:00:00
a8 Daowin STOP Off Disabled 0 1] 1] 0.0 0.0 0:00:00
el Daowin STOP Off Disabled 0 1] 1] 0.0 0.0 0:00:00
10 Daowin STOP Off Disabled 0 1] 1] 0.0 0.0 0:00:00
11 Dawin STOP Off Disabled 0 0 0 0.0 oo 0:00:00
12 Dawin STOP Off Disabled 0 0 0 0.0 oo 0:00:00
13 Dawin STOP Off Disabled 0 0 0 0.0 oo 0:00:00
14 Dawin STOP Off Disabled 0 0 1] 0.0 oo 0:00:00
15 Dawin STOP Off Disabled 0 0 1] 0.0 oo 0:00:00
16 Dawen STOP Off Disabled 0 0 1] 0.0 oo 0:00:00
17 Dawen STOP Off Disabled 0 0 1] 0.0 oo 0:00:00
13 Down STOP Off Disabled 0 0 1] 0.0 oo 0:00.00
19 Down STOP Off Disabled 0 0 0 0o oo 0:00.00
20 Down STOP Off Digabled 0 0 0 0.0 0.0 0:00:.00 =

4 B

& An
Y Clear Counter |
© Port I

7. First, we need to create the multicast VLAN (200) in our network.
Moreover, RSTP is needed to build the aggregation network (3x IGMP
L2 Switches) as a ring for the case of physical wire disconnection. To
enable the RSTP, click “Advanced Application” - “Spanning Tree
Protocol”

17
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@ Save @ §

L@ Port Status

Port Name  Link State LACP TxPkts RxPkts Errors Tx KBis

Down STOP Disahle a ]
Down
Management . Down
oo
WLAN Daown
Static MAC Farwarding 1oomE
Filtzring Down
Spanning Tree Protocal ‘— Down
Bandwidth Contral ... Down
Down

Broadcast Storm Contral
Mirraring

Link Agagregation

Fort Authentication

FPort Security

Classifier

Folicy Rule

Queuing Method
Multicast

DHCF Relay

1000MF Copper Fi
1000MF Copper FOR

8. Choose “RSTP”

L@ Spanning lree Protocol Status _____J Configuration RSTP MRSTP

Spanning Tree Protocol: RSTP

......................... Bridge ... . Root ... OurBridge
....................... Bridge D ... 0000-0013496aecas = 0000-0013498aecas
............ Hello Time (second) e
.............. Max Age (second) A 20
...... Forwarding Delay (second) A8 D
.................. Costto Bridge
......................... e TN . o 41 S
....... Topology Changed Times
Time Since Last Change 0:00:00

9. To configure RSTP, tick “Active” to enable this feature first. Ports 11
and 12 will be the ports used to form the ring so we need to tick the
corresponding the check box.

18
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L @) Rapid Spanning [ree Protoco Status
Active v
Bridge Priority J2TRE v|
Hello Time 2 Seconds

Forwarding Delay |15 Seconds

Port Active Priority Path Cost

:
|

—
]
=l
]
[a)
J‘-1-|

Applyl Cancel |

10.Now we are going to create a VLAN 200 for the multicast on the ports
within the ring (port 11 and port 12) and port 6 (port 6 is connected to
the access layer MVR Switch). To do so, click “Advanced Application”
- “VLAN".

19
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L@ Port Status
Dort Name  Link State LACP  TxPkts RxPkts  Errors Tx
Wi Disabled

IP Application

Static MAC Forwarding
Filtering

Spanning Tree Protocol
Bandwidth Control
Broadeast Storm Contral
Mirroring

Link Aggregation

Part Authentication

Part Security

T D S

11. Click on “Static VLAN".

[ @) VLAN Status ] VLAHN Port Setting Static VLAN
The Number of VLAN =1

Index VID Elapsed Time Status

1 1 240:36:.17 Static

12.Tick the check box and give this VLAN a name (in this example
VLANZ200) and its VLAN ID, 200. Also, we set port 6, port 11 and port
12 as “Fixed” with Tagging. Finally, click “Add” to create this VLAN.

20
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&) VLAN VLAN Status
...................................... acve oo
Name [vLANZ00
VLAN Group 1D 200
Port Control Tagging
* Im ¥ TxTagging
MNormal  © Fied C Fe
.......................................... Mormal € Fixed € Forbidden W TxTagging
__________________________________________ Mormal € Fixed ~  Forbidden M TxTagging
.......................................... Mormal € Fixed € Forbidden W TxTagging
.......................................... Mormal  © Fixed ¢ Forbidden W TxTagging
.......................................... Normal [ @ Foed | € Forbidden @ TxTagging
.......................................... Mormal € Fixed € Forbidden W TxTagging
MNormal  © Fied C Fe
.......................................... Mormal € Fixed € Forbidden W TxTagging
.......................................... MNormal © Forbidden M TxTagging
.......................................... MNormal © Forbidden M TxTagging
.......................................... Mormal | & Fixed | ¢ Forbidden W TxTagging

Addl Cancel | Clearl

13.Now we need to configure all the multicast related settings. To do so,
click “Advanced Application” - “Multicast”.

E Save M Status

Link State LACP TxPkts RxPkts Errors Tx KBis RxK
Down STOP Disabled 0 0 1] 0.0 0.

Name

VLAN
Static MAC Forwarding g 100MF
Filtering

Spanning Tree Protocol
Bandwidth Control
Broadcast Storm Contral
Mirraring

Link Aggregation

Part Authentication

Fort Security

Classifier

Faolicy Rule

Queuing Method

IUltica 5t -f—

DHCP Relay

21
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14.To activate IGMP snooping, click “Multicast Setting”.

L@ lMulticast Status Multicast Setting

Index ViD Port Multicast Grou

15.Here, tick the “Active” check box to activate the IGMP Snooping first.
Choose “Drop” for Unknown Multicast Frame to avoid Multicast
Flooding. Also, for the ports associated with the Ring, pick “Fixed” as
the IGMP Querier Mode. For the downlink port (port 6), pick “Edge” as
the IGMP Querier Mode.

| @) Multicast Sefting ] lulticast Status IGMP Snooping VLAN IGMP Filtering Profile MVR

| Adive
Host Timeout

IGMP Snooping

IGMP Filtering

Unknown Multicast Frame

Reserved Multicast Group

Port Immed. Leave Group Limited Max Group Num. IGMP R@iering Profile IGMP Querier Mode
Default = Auto w

Default = Auto =

il
Ll
HH

Default

.
.
J
|
3

I

16.Finally, in the top right corner, click “Save” to write all the changes to
the memory. At this point everything is done on this Switch.

N
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[ Save W Status B Logout H Help
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Configuration using the Web GUI - IGMP L2 Management
Switch [The third L2 Switch located on the right of the ring]

Connect port 1 with a PC or Notebook via the RJ45 Cable.

By default the MGMT IP the out-band port is 192.168.0.1/24

Set your NIC to 192.168.0.100/24

4.0pen an Internet browser (e.g. IE) and enter http://192.168.0.1 on
the URL.

Hw N e

5. By default, the username for the administrator is “admin” and the
corresponding password is “1234".

6. After successful login you will see a screen similar to the one on the
screenshot below.

B Save ® Status [ Logout H Help

-

Port Mame Link State PD LACP TxPkts RxPkts Errors  TxHKB/s BRxHKBis Up Time
1 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
2 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
Fl Down STOP off Disabled 0 1} 1} 0o 0.0 0:00:00
E) Down STOP off Disabled 0 1} 1} 0.0 0.0 0:00:00
A Dawh STOP off Disabled 1} a a 0.0 0.0 0:00:00
B Dawh STOP off Disabled 1} a a 0.0 0.0 0:00:00
7 Dawh STOP off Disabled 1} a a 0.0 0.0 0:00:00
a Dawn STOP off Disabled 1} o o 0.0 0.0 0:00:00
q Dawn STOP off Disabled 1} o o 0.0 0.0 0:00:00
10 Dawn STOP off Disabled 1} o o 0.0 0.0 0:00:00
11 Dawn STOP off Disabled 0 1) 1) 0.0 0.0 0:00:00
12 Dawn STOP off Disabled 0 1) 1) 0.0 0.0 0:00:00
13 Dawn STOP off Disabled 0 1) 1) 0.0 0.0 0:00:00
14 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
15 Down STOP Off Disabled 0 1} 1} 0o 0.0 o0
16 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
17 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
18 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
149 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00
20 Down STOP Off Disabled 0 1} 1} 0o 0.0 0:00:00

4 B

& An
Y Clear Counter |
© Port I

7. First, we need to create the multicast VLAN (200) in our network.
Moreover, RSTP is needed in our case to build the aggregation
network (3x IGMP L2 Switches) as a ring for a case of physical wire
being disconnected. To enable the RSTP, we can click “Advanced
Application” - “Spanning Tree Protocol”.
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@ Save @ §

@ Port Status
Port Name  Link State LACP TxPkts RxPkts Errors Tx KBis

Diown STOP Disabled a ] a 0.0
Down
....... | Down
Daown
WLAN Daown
Static MAC Forwarding 1001
Filtering Down
Zpanning Tree Protocol ‘— Down
Bandwidth Control l.. Down
Down

Broadcast Storm Contral
Mirraring

Link Agagregation

Fort Authentication

FPort Security

Classifier

Folicy Rule

Queuing Method
Multicast

DHCF Relay

1000MF Copper FORWARDI
1000MF Copper FOI

8. Choose “RSTP”".

L@ Spanning lree Protocol Status _____J Configuration RSTP MRSTP

Spanning Tree Protocol: RSTP

......................... Bridge ... . Root ... OurBridge
....................... Bridge D ... 0000-0013496aecas = 0000-0013498aecas
............ Hello Time (second) e
.............. Max Age (second) A 20
...... Forwarding Delay (second) A8 D
.................. Costto Bridge
......................... e TN . o 41 S
....... Topology Changed Times
Time Since Last Change 0:00:00

9. To configure RSTP, check “Active” to enable this feature. Ports 11 and
12 will be the ports used in our ring so we need to tick the
corresponding check box.
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L @) Rapid Spanning [ree Protoco Status
Active v
Bridge Priority J2TRE v|
Hello Time 2 Seconds

Forwarding Delay |15 Seconds

Port Active Priority Path Cost

:
|

—
]
=l
]
[a)
J‘-1-|

Applyl Cancel |

10.Now we are going to create a VLAN 200 for the multicast on the ports
within the ring (port 11 and port 12) and port 6 (port 6 is connected to
the access layer MVR Switch). To do so, click “Advanced Application”
- “VLAN".
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L@ Port Status
Dort Name  Link State LACP  TxPkts RxPkts  Errors Tx
Wi Disabled

IP Application

Static MAC Forwarding
Filtering

Spanning Tree Protocol
Bandwidth Control
Broadeast Storm Contral
Mirroring

Link Aggregation

Part Authentication

Part Security

T D S

11. Click on “Static VLAN".

[ @) VLAN Status ] VLAHN Port Setting Static VLAN
The Number of VLAN =1

Index VID Elapsed Time Status

1 1 240:36:.17 Static

12.Tick the check box and give this VLAN a name (in this example it is
VLAN200) and its VLAN ID, 200. Also, we set port 6, port 11 and
portl2 as “Fixed” with Tagging. Finally, click “Add” to create this VLAN.
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&) VLAN VLAN Status
...................................... acve oo
Name [vLANZ00
VLAN Group 1D 200
Port Control Tagging
* Im ¥ TxTagging
MNormal  © Fied C Fe
.......................................... Mormal € Fixed € Forbidden W TxTagging
__________________________________________ Mormal € Fixed ~  Forbidden M TxTagging
.......................................... Mormal € Fixed € Forbidden W TxTagging
.......................................... Mormal  © Fixed ¢ Forbidden W TxTagging
.......................................... Normal [ @ Foed | € Forbidden @ TxTagging
.......................................... Mormal € Fixed € Forbidden W TxTagging
MNormal  © Fied C Fe
.......................................... Mormal € Fixed € Forbidden W TxTagging
.......................................... MNormal © Forbidden M TxTagging
.......................................... MNormal © Forbidden M TxTagging
.......................................... Mormal | & Fixed | ¢ Forbidden W TxTagging

Addl Cancel | Clearl

13.Now we need to configure all the multicast-related settings. To do so,
click “Advanced Application” - “Multicast”.

E Save M Status

Link State LACP TxPkts RxPkts Errors Tx KBis RxK
Down STOP Disabled 0 0 1] 0.0 0.

Name

VLAN
Static MAC Forwarding g 100MF
Filtering

Spanning Tree Protocol
Bandwidth Control
Broadcast Storm Contral
Mirraring

Link Aggregation

Part Authentication

Fort Security

Classifier

Faolicy Rule

Queuing Method

IUltica 5t -f—

DHCP Relay
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14. First of all, we need to active IGMP snooping. To do so, click “Multicast

Setting”.
@ Multicast Status ] Multicast Setting
Index ViD Port Multicast Grou

15.Tick the “Active” checkbox to activate IGMP Snooping. Choose “Drop”
for Unknown Multicast Frame to avoid multicast flooding. Also, for the
ports associated with the Ring, we pick “Fixed” as the IGMP Querier
Mode. For the downlink port (port 6), we pick “Edge” as the IGMP
Querier Mode.

| @) Multicast Sefting ] lulticast Status IGMP Snooping VLAN IGMP Filtering Profile MVR
| Actie [ |

Host Timeout IQBU

IGMP Snooping Leave '|'|mE ,:,u*[ .......... 2 ..........................................................................................

IGMP Filtering Active C
Unknown Multicast Frame " Flooding I & Drop I
Reserved Multicast Group = Flaoding  Drap

Port Immed. Leave Group Limited Max Group Num. IGMP [}q{ering Profile IGMP Querier Mode
Default = Auto w

Default = Auto =

il
Ll
HH

Default

.
.
J
|
3

I

N
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16. Finally, in the top right corner, click “Save” to write all the changes to
the memory. At this point everything is done on this Switch.

[ Save M Status F Logout H Help
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Configuration via Web GUI on the MVR L2 Management Switch
[The bottom L2 Switch located on the left]

Connect port 1 with a PC or Notebook via the RJ45 Cable.

By default the MGMT IP the in-band port is 192.168.1.1/24

Set your NIC to 192.168.1.100/24

4.0pen an Internet browser (e.g. IE) and enter http://192.168.1.1 on
the URL.

HwnN P

5. By default, the username for the administrator is “admin” and the
corresponding password is “1234".

6. After successful login you will see a screen similar to the one on the
screenshot below.

B Save H Status B Logout H Help

Port Name Link State PD LACP TxPkts RxPkts  Errors TxKBis RxKB/s UpTime

a 1001MF FORWARDING Off Disabled 207174 26880 0 0.0 0.0 50:06:12
2 Down STOP Off Disabled 0 0 0 0.0 0.0 0:00:00
3 Down STOP o Disabled 0 1] o 0.0 0.0 0:00:00
4 Dawn 8TOP off Disabled 0 0 a 0o 0o 0:00:00
| Dawn §TOP Ooff Disabled 0 0 0 0o 0o 0:00:00
g Dawn §TOP Ooff Disabled 825555 2536 0 0o 0o 0:00:00
7 Down STOP Ooff Disabled o o a 0.0 0o 0:00:00
i Down STOP Off Disabled 0 0 0 0.0 0.0 0:00:00
a 1000MF Copper FORWARDING . Disabled 5784 3726568 0 6.997 0.0 49:58:32

7. Now we are going to create the customer VLAN on both the downlink
port (port 6) and the uplink port (port 9). To do so, we click “Advanced
Application” - “VLAN".
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[ @) Port Status ]
Port Name  Link State PD LACP TxPkts RxPkts Errors
1 100MF Disabled 207174 26880

VLAN

Static MAC Forwarding
Filtering

Spanning Tree Protocol
Bandwidth Control
Broadcast Sterm Contral
Mirroring

Link Aggregaticn

Port Authentication

Port Security

Queuing Method

Disabled

8. Click on “Static VLAN”

[ @) VLAN Status ] VLAHN Port Setting Static VLAN
The Number of VLAN =1

Index VID Elapsed Time Status

1 1 240:36:.17 Static

9. Tick the check box and give this VLAN a name (in this example,
Customer5) and its VLAN ID, 5. Also, we set port 6 and port 9 as
“Fixed”. Port 9 should be tagged during Egress and port 6 should be
untagged since it is connected to the user’s “VLAN unaware CPE".
Finally, click “Add” to create this VLAN.
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[ . VLAN VLAN Status
______________________________________ e
Hame |CL|st|:|mer5
VLAN Group ID |5

Port Control Tagging

* Im ¥ TxTagging
1. GNoma  Cried  C Fobiggen P TxTagging
................. 2 @mMormal  C Fixed Forbidden M TxTagging
_________________ 3 @mnomal  C Fixed € Forbidden | TxTagging
................. 4  @mNormal  C Fied  C Forbidden M TxTagging
................. 5  @mNomal  C Fied Forbidden M TxTagging
................. 5 Cnomal [@Fxed | € Fobigden | TxTagging |
................. 7 @mNomal  C Fxed  C Forbidden M TxTagging
................. 8  @mNomal O Fixed Forbidden M TxTagging

9 C MNormal | @ Fied | C Forbidden M TxTagging

Addl Cancel | Clearl

10.As for the VLAN we need to modify the PVID of port 6 from 1 to 5. To
do so, go back to the VLAN Status page and click “VLAN Port Setting”.

L@ VLAN Status VLAN Port Setting Static VLAN
The Number of VLAN =3

Index ViD Elapsed Time Status

1 1 51:05:23 Static

11.Put 5 into the PVID box of port 6.
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L @ VLAN Port Setting VLAMN Status
GVRP C
Port isolation O
Ingress Check O
Port PVID GVRP Acceptable Frame Type VLAHN Trunking

Applyl Cancel |

12.Now we need to configure all the multicast related settings. To do so,
click “Advanced Application” - “Multicast”.

@ Save M Status

(@) Port Status ]
Port Mame Link PD LACP TxPkts RxPkts Errors Tx
Off Disabled 209105
on Disabled 0

Off Disabled 0

4 Down STOP Off Disabled 0
VLAN . off Disabled 0
Static MAC Forwarding ~Off Disabled 825555
Filtering o of Disahled 0
Spanning Tree Protocol o off Disahled 0

Bandwidth Control Disabled 5750

Eroadcast Storm Control
Mirraring

Link Aggregation

Port Authentication

Fort Security

Queuing Method

r-.-lulticast‘—

13. First of all, we need to active IGMP snooping since MVR needs it. Click
“Multicast Setting”.
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L@ Wulticast Status Multicast Setting

Index ViD Port Multicast Grou

14.Tick the “Active” checkbox to activate IGMP Snooping first. Choose
“Drop” for Unknown Multicast Frame to avoid Multicast Flooding. Also,
on the uplink port (port 9), pick “Fixed” as the IGMP Querier Mode. And
for the client port (port 6), pick “Edge” as the IGMP Querier Mode.
Click “Apply” to activate these settings.

[ @) Multicast Setting J Multicast Status IGMP Filtering Profile MVR

Active v

Hast Timeout 260

Port Immed. Leave Group Limited Max Group Hum. IGMP Filtering Profile IGMP Querier Mode
Default -

.
!
El

i

Apply | Cancel |

15.Now we can configure MVR after IGMP Snooping has been activated.
To do so click “MVR” on the top.
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[ @) Multicast Setting ] Multicast Status IGMP Filtering Profile MVR

16.Tick the “Active” checkbox and give this MVR a name along with its
VLAN ID (200). Moreover, set port 6 as “Receiver Port” since Multicast
Traffic may be sent out through this port. For the uplink port (port 9),
please make it “Source Port” and allow “Tagging” during Egress.

[ & MV 00 ] Multicast Setting  Group Configuration
Active 3

.......................................... Hame|rv]\,R2m]

............................... |""||_||[||:agt'|_.'|_H|‘.]||:|2[][]

...................... P — —

........................................... r*lmleG'D,nanw:("cjnqpanme

Receiver Port

ISDurce Port 'I

17.Now we need to tell the switch what number of group (Multicast
channel) belongs to the MVR. To do so we click “Group Configuration”

L @& MVR ] Multicast Setting  Group Gonfiguration
Active v
Name [MvR200

18. First, we pick the Multicast VLAN ID (200) that we just created. Then
set the start address and end address of this Multicast VLAN (It should
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be Class D address and in our example 224.1.1.1~ 225.10.10.10).
Give this range a name and click “Add” to add it.

[ @) Group Configuration ] LIVR
Multicast VLAN ID [200 =] e
Name Start Address End Address
| |Mutticast 224111 22510.10.10 I

ﬂl Cancel |

19. Finally, in the top right corner, click “Save” to write all the changes to
the memory. At this point everything is done on this Switch.

[ Save W Status B Logout H Help
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Configuration using the Web GUI - MVR L2 Management
Switch [The bottom L2 Switch located on the right]

Connect port 1 with a PC or Notebook via the RJ45 Cable.

By default the MGMT IP the in-band port is 192.168.1.1/24

Set your NIC to 192.168.1.100/24

Open an Internet browser (e.g. IE) and enter http://192.168.1.1 on the
URL.

Hwn P

5. By default, the username for the administrator is “admin” and the
corresponding password is “1234".

6. After successful login you will see a screen similar to the one on the
screenshot below.

B Save H Status B Logout H Help

Port Name Link State PD LACP TxPkts RxPkts  Errors TxKBis RxKB/s UpTime

a 1001MF FORWARDING Off Disabled 207174 26880 0 0.0 0.0 50:06:12
2 Down STOP Off Disabled 0 0 0 0.0 0.0 0:00:00
3 Down STOP o Disabled 0 1] o 0.0 0.0 0:00:00
4 Dawn 8TOP off Disabled 0 0 a 0o 0o 0:00:00
| Dawn §TOP Ooff Disabled 0 0 0 0o 0o 0:00:00
g Dawn §TOP Ooff Disabled 825555 2536 0 0o 0o 0:00:00
7 Down STOP Ooff Disabled o o a 0.0 0o 0:00:00
i Down STOP Off Disabled 0 0 0 0.0 0.0 0:00:00
a 1000MF Copper FORWARDING . Disabled 5784 3726568 0 6.997 0.0 49:58:32

7. Now we are going to create the customer VLAN on both the downlink
port (port 6) and the uplink port (port 9). To do so, click “Advanced
Application” - “VLAN”
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[ @) Port Status ]
Port Name  Link State PD LACP TxPkts RxPkts Errors
1 100MF Disabled 207174 26880

VLAN

Static MAC Forwarding
Filtering

Spanning Tree Protocol
Bandwidth Control
Broadcast Sterm Contral
Mirroring

Link Aggregaticn

Port Authentication

Port Security

Queuing Method

Disabled

8. Click on “Static VLAN”

[ @) VLAN Status ] VLAHN Port Setting Static VLAN
The Number of VLAN =1

Index VID Elapsed Time Status

1 1 240:36:.17 Static

9. Tick the check box and give this VLAN a name. (In this example,
Customerl10) and its VLAN ID, 10. Also, we set port 6 and port 9 as
“Fixed”. Port 9 should be Tagged during Egress and port 6 should be
Untagged since it is connected to the user’s “WVLAN unaware CPE”".
Finally, click “Add” to create this VLAN.
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&) VLAN VLAHN Status
ACTIVE ¥
Name |CL|st|:|mer1[]
VLAN Group ID [10
Port Control Tagging

* INDrmaI vI ¥ TxTagging

M TxTagging
I TxTagging |
¥ Ty Tagaging

Addl Cancel | Clearl

10. For the VLAN we need to modify the PVID of port 6 from 1 to 10. To do
S0 go back to the VLAN Status page and click “VLAN Port Setting”.

L @) VLAN Status | VLAN Port Setting Static VLAN
The Number of VLAN =3
Index VID Elapsed Time Status
I T LS S15E4S Static
.............. 2o 0 OQOOT ST
2 200 51:44:56 Other

11.Put 10 into the PVID box of port 6.

40
All contents copyright (c) 2006 ZyXEL Communications Corporation.



L@ VLAN Port Setting _______] VLAN Status

Port PVID GVRP Acceptable Frame Type VLAHN Trunking

5 1 r All -
§ [10 r All - r
7 [1 r Al - r

Applyl Cancel |

12.Now we need to configure all the multicast-related settings. To do so,
click “Advanced Application” - “Multicast”.

@ Save M Status

(@) Port Status ]
Port Mame Link PD LACP TxPkts RxPkts Errors Tx
Off Disabled 209105
on Disabled 0

Off Disabled 0

4 Down STOP Off Disabled 0
VLAN . off Disabled 0
Static MAC Forwarding ~Off Disabled 825555
Filtering o of Disahled 0
Spanning Tree Protocol o off Disahled 0

Bandwidth Control Disabled 5750

Eroadcast Storm Control
Mirraring

Link Aggregation

Port Authentication

Fort Security

Queuing Method

r-.-lulticast‘—

13. First of all, we need to activate IGMP snooping since MVR needs it.
Click “Multicast Setting”.
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L@ Wulticast Status Multicast Setting

Index ViD Port Multicast Grou

14.Tick the “Active” checkbox to activate IGMP Snooping first. Choose
“Drop” for Unknown Multicast Frame to avoid Multicast Flooding. Also,
for the uplink port (port 9), pick “Fixed” as the IGMP Querier Mode.
And for the client port (port 6), we pick “Edge” as the IGMP Querier
Mode. Click “Apply” to activate these settings.

[ @) Multicast Setting J Multicast Status IGMP Filtering Profile MVR

Active v

Hast Timeout 260

Port Immed. Leave Group Limited Max Group Hum. IGMP Filtering Profile IGMP Querier Mode
Default -

.
!
El

i

Apply | Cancel |

15.Now we can configure MVR after IGMP Snooping has been activated.
Click “MVR” on the top.
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[ @) Multicast Setting ] Multicast Status IGMP Filtering Profile MVR

16.Tick the “Active” checkbox and give this MVR a name along with its
VLAN ID (200). Moreover, put port6 as “Receiver Port” since Multicast
Traffic may be sent out through this port. As for the uplink port (port 9),
make it “Source Port” and make it “Tagging” during Egress.

[ & MV 00 ] Multicast Setting  Group Configuration
Active 3

.......................................... Hame|rv]\,R2m]

............................... |""||_||[||:agt'|_.'|_H|‘.]||:|2[][]

...................... P — —

........................................... r*lmleG'D,nanw:("cjnqpanme

Receiver Port

ISDurce Port 'I

17.Now we need to tell the Switch what number of Group (Multicast
channel) belongs to the MVR. To do so we click “Group Configuration”

L @& MVR ] Multicast Setting  Group Gonfiguration
Active v
Name [MvR200

18. First, we pick the Multicast VLAN ID (200) that we just created. Then
set the start address and end address of this Multicast VLAN (It should
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be Class D address and in our example 224.1.1.1~ 225.10.10.10).
Also, assign this range a name and click “Add” to add it.

[ @) Group Configuration ] LIVR
Multicast VLAN ID [200 =] e
Name Start Address End Address
| |Mutticast 224111 22510.10.10 I

ﬂl Cancel |

19.Finally, in the right corner, click “Save” to write all the changes to the
memory. At this point everything is done on this Switch.

[ Save W Status B Logout H Help
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Configuration using CLI - ZyXEL L3 Management Switch

1. Connect the Switch Console port with your PC or Notebook.

2. Open your Terminal program (E.g. Hyper Terminal in Windows System).
3. Make sure that your port settings are

bps:9600

Data bits:8

Parity: None

Stop bits:1

Flow control: None:

OR you can telnet / SSH the IP of the Switch Management Interface
For In-band interface, the default management is 192.168.1.1 (VLAN 1).
For out-band interface, the default management is 192.168.0.1.

4. After you have connected successfully, enter the correct administrator
user name and the password.

5. Now you are in the privileged mode.

6. Enter “configure” to switch to the configuration mode.

Issue the following CLI commands to conclude the configuration of this
switch:
vlan 200
name MulticastVLAN200
normal 1-9,11
fixed 10,12
forbidden ™
untagged 10
ip address 192.168.10.1 255.255.255.0
exit
router igmp
exit
interface port-channel 10
pvid 200
exit
interface route-domain 192.168.1.1/24
exit
interface route-domain 192.168.10.1/24
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ip igmp v2
exit
ip address 192.168.0.1 255.255.255.0

To save the configuration while in privileged mode (or so called Enable
Mode):
Switch#write mem
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Configuration using Web GUI - IGMP L2 Management Switch
[The first L2 Switch on the top of the ring]

1. Connect the Switch Console port with your PC or Notebook.

2. Open your Terminal program (E.g., Hyper Terminal in Windows System).
3. Make sure that your port settings are

bps:9600

Data bits:8

Parity: None

Stop bits:1

Flow control: None:

OR you can telnet / SSH the IP of the Switch Management Interface
For In-band interface, the default management is 192.168.1.1 (VLAN 1)
For out-band interface, the default management is 192.168.0.1.

4. After you have connected successfully, enter the correct administrator user
name and the password.

5. Now you are in the privileged mode.

6. Then put “configure” to switch to the configuration mode.

Issue the following CLI commands to conclude the configuration of this
switch:
vlan 1

normal ™

fixed 1-12

forbidden ™"

untagged 1-12

ip address inband-default 192.168.1.1 255.255.255.0
exit
vlan 200

name VLAN200

normal 1-8,10

fixed 9,11-12

forbidden ™

untagged "™
exit
igmp-snooping
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igmp-snooping unknown-multicast-frame drop

interface port-channel 9
igmp-querier-mode fixed

exit

interface port-channel 11
igmp-querier-mode fixed

exit

interface port-channel 12
igmp-querier-mode fixed

exit

ip address 192.168.0.1 255.255.255.0

spanning-tree

spanning-tree priority O

spanning-tree 11

spanning-tree 12

To save the configuration while in privileged mode (or so called Enable
Mode):
Switch#write mem
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Configuration using the Web GUI - IGMP L2 Management
Switch [The second L2 Switch located on the left of the ring]

1. Connect the Switch Console port with your PC or Notebook.

2. Open your Terminal program (E.g. Hyper Terminal in Windows System)
3. Make sure that your port settings are

bps:9600

Data bits:8

Parity: None

Stop bits:1

Flow control: None:

OR you can telnet / SSH the IP of the Switch Management Interface
For In-band interface, the default management is 192.168.1.1 (VLAN 1).
For out-band interface, the default management is 192.168.0.1.

4. After you have connected successfully, enter the correct administrator user
name and the password.

5. Now you are in the privileged mode.

6. Then put “configure” to switch to the configuration mode.

Issue the following CLI commands to conclude the configuration of this
switch:
vlan 1

normal ™

fixed 1-12

forbidden ™"

untagged 1-12

ip address inband-default 192.168.1.1 255.255.255.0
exit
vlan 200

name VLAN200

normal 1-5,7-10

fixed 6,11-12

forbidden ™

untagged "™
exit
igmp-snooping
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igmp-snooping unknown-multicast-frame drop

interface port-channel 6
igmp-querier-mode edge

exit

interface port-channel 11
igmp-querier-mode fixed

exit

interface port-channel 12
igmp-querier-mode fixed

exit

ip address 192.168.0.1 255.255.255.0

spanning-tree

spanning-tree 11

spanning-tree 12

To save the configuration in the privileged mode (or so called Enable
Mode):
Switch#write mem
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Configuration using the Web GUI - IGMP L2 Management
Switch [The third L2 Switch located on the right of the ring]

1. Connect the Switch Console port with your PC or Notebook.

2. Open your Terminal program.(E.g. Hyper Terminal in Windows System)
3. Make sure that your port settings are

bps:9600

Data bits:8

Parity: None

Stop bits:1

Flow control: None:

OR you can telnet / SSH the IP of the Switch Management Interface
For In-band interface, the default management is 192.168.1.1 (VLAN 1)
For out-band interface, the default management is 192.168.0.1

4. After you have connected successfully, enter the correct administrator user
name and the password.

5. Now you are in the privileged mode.

6. Then put “configure” to switch to the configuration mode.

Issue the following CLI commands to conclude the configuration of this
switch:
vlan 200
name VLAN200
normal 1-5,7-10
fixed 6,11-12
forbidden ™"
untagged "™
exit
igmp-snooping
igmp-snooping unknown-multicast-frame drop
interface port-channel 6
igmp-querier-mode edge
exit
interface port-channel 11
igmp-querier-mode fixed
exit
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interface port-channel 12
igmp-querier-mode fixed

exit

ip address 192.168.0.1 255.255.255.0

spanning-tree

spanning-tree 11

spanning-tree 12

To save the configuration while in privileged mode (or so called Enable
Mode):
Switch#write mem
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Configuration using CLI - ZyXEL MVR L2 Management Switch
[The bottom L2 Switch located on the left]

1. Connect the Switch Console port with your PC or Notebook.

2. Open your Terminal program.(E.g. Hyper Terminal in Windows System)
3. Make sure that your port settings are

bps:9600

Data bits:8

Parity: None

Stop bits:1

Flow control: None:

OR you can telnet / SSH the IP of the Switch Management Interface
For In-band interface, the default management is 192.168.1.1 (VLAN 1)
For out-band interface, the default management is 192.168.0.1

4. After you have connected successfully, enter the correct administrator user
name and the password.

5. Now you are in the privileged mode.

6. Then put “configure” to switch to the configuration mode.

Issue the following CLI commands to conclude the configuration of this
switch:
vlan 5
name Customer5
normal 1-5,7-8
fixed 6,9
forbidden ™"
untagged 6
exit
igmp-snooping
igmp-snooping unknown-multicast-frame drop
interface port-channel 6
igmp-querier-mode edge
pvid 5
exit
interface port-channel 9
igmp-querier-mode fixed
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exit
hostname ™"
mvr 200
source-port 9
receiver-port 6
name MVR200
tagged 9
group Multicast start-address 224.1.1.1 end-address 225.10.10.10
exit

To save the configuration while in privileged mode (or so called Enable
Mode):
Switch#write mem
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Configuration using CLI - ZyXEL MVR L2 Management Switch
[The bottom L2 Switch located on the right]

1. Connect the Switch Console port with your PC or Notebook.

2. Open your Terminal program.(E.g. Hyper Terminal in Windows System)
3. Make sure that your port settings are

bps:9600

Data bits:8

Parity: None

Stop bits:1

Flow control: None:

OR you can telnet / SSH the IP of the Switch Management Interface
For In-band interface, the default management is 192.168.1.1 (VLAN 1)
For out-band interface, the default management is 192.168.0.1

4. After you have connected successfully, enter the correct administrator user
name and the password.

5. Now you are in the privileged mode.

6. Then put “configure” to switch to the configuration mode.

Issue the following CLI commands to conclude the configuration of this
switch:
vlan 10
name Customerl0
normal 1-5,7-8
fixed 6,9
forbidden ™"
untagged 6
exit
igmp-snooping
igmp-snooping unknown-multicast-frame drop
interface port-channel 6
igmp-querier-mode edge
pvid 10
exit
interface port-channel 9
igmp-querier-mode fixed
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exit
hostname ™"
mvr 200
source-port 9
receiver-port 6
name MVR200
tagged 9
group Multicast start-address 224.1.1.1 end-address 225.10.10.10
exit

To save the configuration while in privileged mode (or so called Enable
Mode):
Switch#write mem
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